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内容概要

本书是美国著名的出版商McGraw-Hill出版的畅销认证系列丛书All-in-One中的一本。
本书包含现行的MCSE Windows 2000 Designing核心考试的全部内容，即Directory Services Infrastructure
、Network Infrastructure和Network Security三门Designing（设计）考试。
作者在本书中提供了极具洞察力的专家经验，每一章都包括详细的考试目标、实践问题和实用练习，
详细讲述了Windows的安装、配置和故障排除等方面的内容，光盘中包含大量原汁原味的考试试题、
测试引擎和专题讲座视频片断。
本书适合MCSE认证考试的备考者使用。
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